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Certificate 

 

 

Certificate number: 2018-015 
Certified by EY CertifyPoint since: July 10, 2018 

 

Based on certification examination in conformity with defined requirements in Multi-Tier 
Cloud Security – SS 584:2015 as defined and implemented by 

 

Google LLC* 
 

located in Mountain View, California, United States of America, is compliant with the 
Level 3 requirements as stated in the standard: 

 

Multi-Tier Cloud Security (MTCS) – SS 584:2015 
Issue date of certificate: August 28, 2018 

Re-issue date of certificate: October 7, 2019 

Expiration date of certificate: July 9, 2021 

 
 

EY CertifyPoint will, according to the certification agreement dated April 8, 2019, 
perform surveillance audits and acknowledge the certificate until the expiration date 

noted above. 

 

*The certification is applicable for the assets, services, and locations as described in the scoping section on 

the back of this certificate, with regard to the specific requirements for multi-tier cloud security. 

 

 
 

J. Sehgal | Director, EY CertifyPoint 



 

Google LLC 

 
Scope for certificate 2018-015 

 

 
This scope is only valid in connection with certificate 2018-015. 
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The scope refers to level 3 of Multi-Tier Cloud Security System of Google LLC located in 
Mountain View, California, United States of America, supporting the provision of Google 
Cloud using Infrastructure-as-a-Service (IaaS), Platform-as-a-Service (PaaS), and 
Software-as-a-Service (SaaS) models. 
 
G Suite Core and Non-Core Services   

➢ App Maker 
➢ Calendar 

- Calendar API 
➢ Classroom 
➢ Cloud Identity 

- Admin Console 
➢ Cloud Search 
➢ Contacts 

- Contacts API 
➢ Docs 
➢ Drive 

- Drive Activity API 
- Drive Rest API 

➢ Forms 
➢ Gmail 

- Gmail Rest API 
➢ Google Apps Script 
➢ Google+ 
➢ Groups 
➢ G Suite Admin SDK 

- Apps Email Audit API 
- Directory API 
- Domain Shared Contacts API 
- Email Settings API 
- Enterprise License Manager 

API 
- Groups Migration API 
- Groups Settings API 
- Reports API 
- Reseller API 
- SAML-based SSO API 

 

➢ Hangouts 
➢ Hangouts Chat 
➢ Hangouts Meet 
➢ Jamboard 
➢ Keep 
➢ Mobile Device Management 
➢ Sheets 

- Sheets API 
➢ Sites (Classic/New) 

- Sites API 
➢ Slides 
➢ Talk 
➢ Tasks 

- Tasks API 
➢ Vault 
➢ Voice 
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Scope for certificate 2018-015 

 

 
This scope is only valid in connection with certificate 2018-015. 
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The following locations are in scope: 
 
Data Centers: 
 
➢ Atlanta, Georgia, United States (1) 
➢ Changhua, Taiwan 
➢ Council Bluffs, Iowa, United States (1) 
➢ Council Bluffs, Iowa, United States (2) 
➢ Dublin, Ireland 
➢ Eemshaven, Groningen, Netherlands 
➢ Ghlin, Hainaut, Belgium 
➢ Hamina, Finland 

 
 
➢ Lenoir, North Carolina, United States 
➢ Moncks Corner, South Carolina, United 

States 
➢ Pryor Creek, Oklahoma, United States 
➢ Quilicura, Santiago, Chile 
➢ The Dalles, Oregon, United States (1) 
➢ The Dalles, Oregon, United States (2) 
➢ Wenya, Singapore 

 

 

 

 
 

 

 


