
SINGAPORE 

 
MULTI TIER Cloud SECURITY STANDARD 

SS 584:2013 

Certificate of Registration 
Cert No: Singapore ISC /R65/0401 

THIS IS TO CERTIFY THAT  
 

 
 

Operates an Information Security Management System which complies with the  
Tier 3 requirements of Singapore Standard SS 584:2013 

(Multi-Tier Cloud Security Standard)  
And 

has been assessed and registered as complying with Tier 3 requirements of SS 584:2013 for the following Cloud Services 

 

AWS Direct Connect 

Amazon DynamoDB 

Amazon Elastic Block Store (EBS) 

Amazon Elastic Compute Cloud (EC2) 

Amazon Elastic MapReduce (EMR) 

Amazon ElastiCache 

    Amazon Glacier  

 AWS Identity & Access Management (IAM) 

Amazon Redshift 

Amazon Relational Database Service (RDS) 

  Amazon Simple Storage Services (S3) 

Amazon SimpleDB 

Amazon Storage Gateway 

Amazon Virtual Private Cloud (VPC) 

Amazon VM Import/Export 

 

The locations within the scope of the Certification are Asia Pacific (Singapore) region (the services and data centers to which 

the certifications apply align with the existing AWS ISO/IEC 27001 certification). Further clarifications regarding scope of 

this certificate and statement of applicability SOA/R65/0401 may be obtained by consulting AWS Security Assurance team. 
 
 

 
 
 

Indranil Mukherjee 

Managing Director 

UEN. 201302776D  

 

 

Registration Number: 

Registration Date: 

Expiry Date: 

 

 

Singapore ISC/R65/0401 

19/September/2014 

19/September/2017 

 

This certificate is valid until the Expiry Date on the condition that audits are conducted and paid for as per the Master Services Agreement 

(MSA) and Statement of Work (SOW). Should this condition not be met, cancellation procedures will be initiated. This Certificate 

remains the property of Singapore ISC Pte Ltd/ International Standards Certifications Pty Ltd and must be returned upon request. It must 

not be altered in any way. Intentional misuse of this certificate will result in cancellation without prior notification. 

 


